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Responses per Respondent: 1.
Annual Responses: 9,850.
Average Burden Per Response: 24

minutes.
Annual Burden Hours: 3,940.
Needs and Uses: The information

collection requirement is necessary to
obtain data on candidates’ background
and aptitude in determining eligibility
and selection to the Air Force Academy.
The information collected on this form
is required by 10 U.S.C. 9346. The
respondents are students who are
applying for admission to the United
States Air Force Academy. Each
student’s background and aptitude is
reviewed to determine eligibility.

Affected Public: Individuals or
Households.

Frequency: On Occasion.
Respondent’s Obligation: Required To

Obtain or Retain Benefits.
OMB Desk Officer: Mr. Edward C.

Springer.
Written comments and

recommendations on the proposed
information collection should be sent to
Mr. Springer at the Office of
Management and Budget, Desk Officer
for DoD, Room 10236, New Executive
Office Building, Washington, DC 20503.

DOD Clearance Officer: Mr. Robert
Cushing.

Written requests for copies of the
information collection proposal should
be sent to Mr. Cushing, WHS/DIOR,
1215 Jefferson Davis Highway, Suite
1204, Arlington, VA 22202–4302.

Dated: December 21, 2001.
Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.
[FR Doc. 02–29 Filed 1–2–02; 8:45 am]
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Joint Advisory Committee on Nuclear
Weapons Surety: Meeting

AGENCY: Department of Defense.
ACTION: Notice of Advisory Committee
Meeting.

SUMMARY: The Joint Advisory
Committee on Nuclear Weapons Surety
will conduct a closed session on
February 4 and 5, 2002 at Science
Applications International Corporation,
San Diego, California.

The Joint Advisory Committee is
charged with advising the Secretaries of
Defense and Energy, and the Joint
Nuclear Weapons Council on nuclear
weapons surety matters. At this meeting
the Joint Advisory Committee will

receive classified briefings on nuclear
weapons systems safety and security.

In accordance with the Federal
Advisory Committee Act (Public Law
92–463, as amended, Title 5, U.S.C.
App. II, (1988)), this meeting concerns
matters sensitive to the interests of
national security, listed in 5 U.S.C.
Section 552b(c)(1) and accordingly this
meeting will be closed to the public.

Dated: December 21, 2001.
Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.
[FR Doc. 02–28 Filed 1–2–02; 8:45 am]
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

National Security Agency/Central
Security Service; Privacy Act of 1974;
System of Records

AGENCY: National Security Agency/
Central Security Service, DoD.
ACTION: Notice to alter a system of
records.

SUMMARY: The National Security
Agency/Central Security Service is
proposing to alter a system of records
notice in its existing inventory of record
systems subject to the Privacy Act of
1974, (5 U.S.C. 552a), as amended.
DATES: This proposed action would be
effective without further notice on
February 4, 2002 unless comments are
received which result in a contrary
determination.

ADDRESSES: Send comments to the
National Security Agency/Central
Security Service, Office of Policy, 9800
Savage Road, Suite 6248, Ft. George G.
Meade, MD 20755–6248.
FOR FURTHER INFORMATION CONTACT: Ms.
Anne Hill at (301) 688–6527.
SUPPLEMENTARY INFORMATION: The
National Security Agency’s record
system notices for records systems
subject to the Privacy Act of 1974 (5
U.S.C. 552a), as amended, have been
published in the Federal Register and
are available from the address above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act of 1974, as amended, was
submitted on December 19, 2001, to the
House Committee on Government
Reform, the Senate Committee on
Governmental Affairs, and the Office of
Management and Budget (OMB)
pursuant to paragraph 4c of Appendix I
to OMB Circular No. A–130, ‘Federal
Agency Responsibilities for Maintaining
Records About Individuals,’ dated
February 8, 1996 (February 20, 1996, 61
FR 6427).

Dated: December 21, 2001.
Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

GNSA 18

SYSTEM NAME:
NSA/CSS Operations Files (February

22, 1993, 58 FR 10531).

CHANGES:

* * * * *

SYSTEM NAME:
Delete ‘NSA/CSS’ from entry.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Delete entry and replace with
‘Individuals identified in foreign
intelligence, counterintelligence, or
information system security reports, and
supportive materials, including
individuals involved in matters of
foreign intelligence interest, information
systems security interest, the
compromise of classified information, or
terrorism.’

CATEGORIES OF RECORDS IN THE SYSTEM:
Add to entry ‘information systems

security analysis and reporting.’

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Add to entry ‘National Security

Directive 42.’

PURPOSE(S):
Add to entry ‘and information

systems security.’

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Add to second paragraph ‘information
systems security information.’
* * * * *

RETRIEVABILITY:
Delete entry and replace with

‘Information is retrieved by individual’s
name, Social Security Number, or
identification number.’
* * * * *

EXEMPTIONS CLAIMED FOR THE SYSTEM:
Delete the first paragraph and replace

with ‘Information specifically
authorized to be classified under E.O.
12958, as implemented by DoD 5200.1–
R, may be exempt pursuant to 5 U.S.C.
552a(k)(1).

Investigatory material compiled for
law enforcement purposes, other than
material within the scope of subsection
5 U.S.C. 552a(j)(2), may be exempt
pursuant to 5 U.S.C. 552a(k)(2).
However, if an individual is denied any
right, privilege, or benefit for which he
would otherwise be entitled by Federal
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law or for which he would otherwise be
eligible, as a result of the maintenance
of the information, the individual will
be provided access to the information
exempt to the extent that disclosure
would reveal the identity of a
confidential source. NOTE: When
claimed, this exemption allows limited
protection of investigative reports
maintained in a system of records used
in personnel or administrative actions.

Investigatory material complied solely
for the purpose of determining
suitability, eligibility, or qualifications
for federal civilian employment,
military service, federal contracts, or
access to classified information may be
exempt pursuant to 5 U.S.C. 552a(k)(5),
but only to the extent that such material
would reveal the identity of a
confidential source.’
* * * * *

GNSA 18

SYSTEM NAME:

Operations Files.

SYSTEM LOCATION:

National Security Agency/Central
Security Service, Ft. George G. Meade,
MD 20755–6000.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals identified in foreign
intelligence, counterintelligence, or
information system security reports and
supportive materials, including
individuals involved in matters of
foreign intelligence interest, information
systems security interest, the
compromise of classified information, or
terrorism.

CATEGORIES OF RECORDS IN THE SYSTEM:

Records include administrative
information; biographic information;
intelligence requirements, analysis, and
reporting; information systems security
analysis and reporting; operational
records; articles, public-source data, and
other published information on
individuals and events of interest to
NSA/CSS; actual or purported
compromises of classified intelligence;
countermeasures in connection
therewith; and identification of
classified source documents and
distribution thereof. Authority for
maintenance of the system: National
Security Act of 1947, as amended, 50
U.S.C. 403–3(d)(2); National Security
Agency Act of 1959, Pub. L. 86–36, as
amended, 50 U.S.C. 402 Note; E.O.
12333; E.O. 12958; E.O. 9397 (SSN); and
National Security Directive 42.

PURPOSE(S):

To maintain records on foreign
intelligence, counterintelligence, and
information systems security matters
relating to the mission of the National
Security Agency.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To U.S. Government agencies, and in
some instances foreign government
agencies or their representatives, to
provide foreign intelligence,
counterintelligence, information
systems security information, and other
information.

To U.S. Government officials
regarding compromises of classified
information including the document(s)
apparently compromised, implications
of disclosure of intelligence sources and
methods, investigative data on
compromises, and statistical and
substantive analysis of the data.

To any U.S. Government organization
in order to facilitate any security,
employment, detail, liaison, or
contractual decision by any U.S.
Government organization.

Records may further be disclosed to
agencies involved in the protection of
intelligence sources and methods to
facilitate such protection and to support
intelligence analysis and reporting.

The DoD ‘Blanket Routine Uses’ set
forth at the beginning of the NSA/CSS’
compilation of systems of records
notices apply to this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Magnetic tape, disk or other computer
storage media, computer listings and
databases, paper in file folders, audio
recordings, microfilm or microfiche.

RETRIEVABILITY:

Information is retrieved by
individual’s name, Social Security
Number, or identification number.

SAFEGUARDS:

For paper, computer printouts, audio
recordings, and microfilm secure
limited access facilities, within those
facilities secure limited access rooms,
and within those rooms lockable
containers. Access to information is
limited to those individuals specifically

authorized and granted access by NSA/
CSS regulations. For records on the
computer system, access is controlled
by passwords or physical protection and
limited to authorized personnel only.

RETENTION AND DISPOSAL:
Records are reviewed for retention on

a scheduled basis every 120 days to 5
years. Evidential, informational, and
historical data are archived as
permanent records. All other records are
destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Director, National Security Agency/

Central Security Service, Ft. George G.
Meade, MD 20755–6000.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether information about themselves
is contained in this system should
address written inquiries to the Chief,
Office of Policy, National Security
Agency/Central Security Service, Ft.
George G. Meade, MD 20755–6000.

RECORD ACCESS PROCEDURES:
Individuals seeking access to

information about themselves contained
in this system should address written
inquiries to the Chief, Office of Policy,
National Security Agency/Central
Security Service, Ft. George G. Meade,
MD 20755–6000.

CONTESTING RECORD PROCEDURES:
The NSA/CSS rules for contesting

contents and appealing initial
determinations are published at 32 CFR
part 322 or may be obtained by written
request addressed to the Chief, Office of
Policy, National Security Agency/
Central Security Service, Ft. George G.
Meade, MD 20755–6000.

RECORD SOURCE CATEGORIES:
Individuals themselves; U.S. agencies

and organizations; media, including
periodicals, newspapers, and broadcast
transcripts; public and classified
reporting, intelligence source
documents, investigative reports, and
correspondence. Exemptions claimed
for the system:

Information specifically authorized to
be classified under E.O. 12958, as
implemented by DoD 5200.1–R, may be
exempt pursuant to 5 U.S.C. 552a(k)(1).

Investigatory material compiled for
law enforcement purposes, other than
material within the scope of subsection
5 U.S.C. 552a(j)(2), may be exempt
pursuant to 5 U.S.C. 552a(k)(2).
However, if an individual is denied any
right, privilege, or benefit for which he
would otherwise be entitled by Federal
law or for which he would otherwise be
entitled, as a result of the maintenance
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of the information, the individual will
be provided access to the information
exempt to the extent that disclosure
would reveal the identify of a
confidential source.

Note: When claimed, this exemption
allows limited protection of investigative
reports maintained in a system of records
used in personnel or administrative actions.

Investigatory material compiled solely
for the purpose of determining
suitability, eligibility, or qualifications
for federal civilian employment,
military service, federal contracts, or
access to classified information may be
exempt pursuant to 5 U.S.C. 552a(k)(5),
but only to the extent that such material
would reveal the identity of a
confidential source.

An exemption rule for this record
system has been promulgated according
to the requirements of 5 U.S.C.
553(b)(1), (2), and (3), (c) and (e) and
published in 32 CFR part 322. For
additional information contact the
system manager.
[FR Doc. 02–31 Filed 1–2–02; 8:45 am]
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

Department of the Army

Release of the Notice of Availability
(NOA) on the Final Environmental
Impact Statement (FEIS) on the
Disposal and Reuse of the Oakland
Army Base, Oakland, California

AGENCY: Department of the Army, DoD.
ACTION: Notice of Availability.

SUMMARY: The Army prepared this FEIS
in compliance with the National
Environmental Policy Act (NEPA) of
1969 and the President’s Council on
Environmental Quality. The closure of
the Oakland Army Base (OARB),
Oakland, California, was mandated in
accordance with the recommendations
of the Defense Base Closure and
Realignment Act of 1990, Public Law
101–510, as amended (the ‘‘BRAC law’’).
The July 27, 2001, edition of the Federal
Register (66 FR 39153–54 and 39162)
contained the NOA for the Army’s
OARB Supplemental Draft EIS.
DATES: The review period for the Final
EIS will end 30 days after publication of
the Notice of Availability in the Federal
Register by the U.S. Environmental
Protection Agency.
ADDRESSES: Direct questions and/or
written comments regarding the Final
EIS to, or a request for a copy of the
document from: Mr. Chuck Hubbard,
U.S. Army Corps of Engineers,
Sacramento District (CESPK–PD) 1325 J

Street, Sacramento, California 95814–
2922.
FOR FURTHER INFORMATION CONTACT: Mr.
Chuck Hubbard at (916) 557–6958; by
facsimile at (916) 557–7850; or by e-mail
at CHubbard@spk.usace.army.mil.
SUPPLEMENTARY INFORMATION: The FEIS
analyzes three alternative courses of
action with respect to the disposal and
subsequent reuse of the 425 acres (371
land acres and 54 submerged land acres)
comprising the OARB: (1) The no action
disposal alternative, under which the
property would be maintained in a
caretaker status after closure; (2) the
unencumbered disposal alternative,
under which the Army would transfer
the property without encumbrances,
such as environmental restrictions, land
use controls, and easements; and (3) the
encumbered disposal alternative, under
which the Army would transfer the
property with various environmental
restrictions, land use controls, and
easements, limiting the future use of the
property. The FEIS also analyzes the
potential environmental and
socioeconomic consequences of a range
of community reuse alternatives: (1)
Low intensity reuse alternative; (2) low-
medium intensity reuse alternative, (3)
medium intensity reuse alternative; (4)
medium-high intensity reuse alternative
(5) medium-high/high intensity reuse
alternative; (6) high intensity reuse
alternative; and (7) very-high intensity
reuse alternative.

The FEIS concludes the no action
alternative is not reasonable because the
BRAC law mandates closure of the
Oakland Army Base, and the Army has
no requirement to retain the property.
This FEIS also concludes that the
unencumbered disposal alternative is
not feasible given environmental
conditions and legal requirements.

The Army’s preferred alternative
course of action is the encumbered
disposal of excess property. Possible
encumbrances include: covenants and
restrictions pertaining to asbestos-
containing material; lead-based paint;
biological resources; historic properties;
ground water usage; excavations; future
remedial activities after transfer;
infrastructure easements; and rights-of-
way.

The FIES analyzes community reuse
of the OARB property as a secondary
action resulting from closure and
disposal by the Army. While the Army
does not control the community’s reuse
of the property, NEPA requires the
Army to analyze the reasonable
foreseeable impacts of its disposal
action. The local community established
the Oakland Base Reuse Authority
(OBRA) to develop and implement a

reuse plan for the installation. Approval
and implementation of the reuse plan
are within the discretion of the OBRA.

Comments on the FEIS, received
during the 30-day public comment
period, will be considered in preparing
the Army’s Record of Decision.

Copies the FEIS are available for
review at the following libraries: the
Oakland Public Library Main Branch,
Science, Social Science and Documents
Section, 125 Fourteenth Street, Oakland,
California 94612; the West Oakland
Branch Library, 1801 Adeline Street,
Oakland, California 94607; and the Base
Transition Office, 2475–D West 12th
Street, Oakland, California 94607.

Dated: December 21 2001.
Raymond J. Fatz,
Deputy Assistant Secretary of the Army,
(Environment, Safety and Occupational
Health), OASA(I&E).
[FR Doc. 02–77 Filed 1–2–02; 8:45 am]
BILLING CODE 3710–08–M

DEPARTMENT OF DEFENSE

Department of the Army

Privacy Act of 1974; System of
Records

AGENCY: Department of the Army, DoD.
ACTION: Notice to Amend a System of
Records.

SUMMARY: The Department of the Army
is amending a system of records notice
in its existing inventory of records
systems subject to the Privacy Act of
1974, (5 U.S.C. 552a), as amended.
DATES: This proposed action will be
effective without further notice on
Febuary 4, 2002 unless comments are
received which result in a contrary
determination.

ADDRESSES: Records Management
Division, U.S. Army Records
Management and Declassification
Agency, ATTN: TAPC-PDD-RP, Stop
5603, 6000 6th Street, Ft. Belvoir, VA
22060–5603.
FOR FURTHER INFORMATION CONTACT: Ms.
Janice Thornton at (703) 806–4390 or
DSN 656–4390 or Ms. Christie King at
(703) 806–3711 or DSN 656–3711.
SUPPLEMENTARY INFORMATION: The
Department of the Army systems of
records notices subject to the Privacy
Act of 1974, (5 U.S.C. 552a), as
amended, have been published in the
Federal Register and are available from
the address above.

The specific changes to the records
system being amended are set forth
below followed by the notice, as
amended, published in its entirety. The

VerDate 11<MAY>2000 21:40 Jan 02, 2002 Jkt 197001 PO 00000 Frm 00015 Fmt 4703 Sfmt 4703 E:\FR\FM\03JAN1.SGM pfrm01 PsN: 03JAN1


		Superintendent of Documents
	2016-03-29T12:10:42-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




